FMP PLANNING SUBCOMMITTEE

STRATEGIC GOAL STEERING GROUP

MEETING MINUTES

25-26 APRIL, 2000

Meeting Purpose:  The purpose of this meeting was to form a Plan of Action for the FMP Planning Subcommittee to accomplish the goal of integrating FMP/D-30/PPBS processes into a single process that support modernization and battlegroup interoperability by FY05.  This was the second meeting of the steering group.  The first meeting of the steering group was held on 01-02 March, 2000.  

Meeting Attendees:

Steve Murray, Puget Sound Naval Shipyard, Code 270,  murraysm@psns.navy.mil

Vince Bryan, Norfolk Naval Shipyard, Code 270,  bryanvd@nnsy.navy.mil

CDR Clark Whitman, PEO(TSC) F4,  whitmance@navsea.navy.mil

Ken Okamura, SPAWAR 04R31. Okamura@spawar.navy.mil

Sharon Linsenmeyer, NAVSEA 53H11, linsenmeyersj@navsea.navy.mil

Andy Estock, SUPSHIP Portsmouth, estockam@supship.navy.mil

Bill Thomas, SUPSHIP Portsmouth,  thomaswg@suphsip.navy.mil

Al Lee, NAVSEA 04M5 / AMSEC, al-lee@amsec.com

Ron Bass, PEO(EXW), PMS377, bassrl@navsea.navy.mil

LCDR John Gaffee, COMNAVSURFLANT, N601,  jgaffe@cnsl.spear.navy.mil

Attendees that were also present for part of the meeting:

Brian Marquardt, NAVSEA 04M31,  marquardtbl@navsea.navy.mil

Alan Beveridge, PEO(EXW) PMS377C, beveridgepa@navsea.navy.mil

Michael Askew, PEO(EXW) PMS377F1, askewmw@navsea.navy.mil

Attachments:

1. Draft FMP / D-30 Combined Process Timeline

2. Software Tracking Presentation

3. Configuration Planning Group (CPG) Process Presentation

Meeting Minutes:

Steve Murray provided opening remarks and provided an agenda for the meeting.  The first action was a report on the action items from the 1st steering group meeting.

Review of action items:

1)  Sharon Linsenmeyer provided a briefing on her two-part action item (Attachment #1) 

 a)  Find out how far before BGIT (Currently D-12) do we need to make the call to include an ALT in a battle group and not test in BGIT.  Response: D-13

b)  Determine impact of moving BGIT (Currently D-12) to D-20 and CSIT (Currently D-18) to D-22:  CSIT (Platform/Class level) must be accomplished and class problems solved before BGIT can be accomplished.  The D-18 date for CSIT is a “no later than date” and is accomplished on an annual basis by ship class.  In some cases, a specific CSIT for significant baseline changes.  CSIT may not align with D-30 due to the annual nature of scheduling.  CSIT is scheduled by NAVSEA 05 but is the responsibility of the SPM/APM.  Part of the motivation for wanting moving BGIT and CSIT to the left was to identify hardware problems before they were installed on the ship.  The METRICs indicated that only 10% of software installations have major hardware modifications associated with them.  In 10% of those cases that do have hardware impacts, the consequences are extreme with the remaining 90% solved by minor modifications, work-arounds, etc.  SEA 53D offered to investigate this in more detail.   Impact of moving software certification to the left could result in loss of capability for the Battle Force.  Group Recommendation:  Based on the METRICS provided, the recommendation was not to change the current D-30 dates for software certification.   It was recognized that a better job of contingency planning and risk mitigation (on about 10% of installs) was required when the baseline is established at D-28 (Proposed) and D-24 (final).  This contingency planning and risk mitigation would include decision milestones during the CPG process and moving tests to the left or pull from the baseline based on risk. The risk mitigation plan will be developed through the CPG process (Briefing to be provided later) (SPM Platform a Battle Group CPGs) with the SPM/PARM/SEA53.  Action:  Sharon Linsenmeyer:  Determine how often CSITs based on annual scheduling occur after D-18.  Action:  Vince Bryan:  Verify that CSIT is properly defined in the FMP   

2)  During the course of the discussion on CSIT and BGIT, a new problem regarding the lack of a method to track software changes within the FMP process was identified.  The SQI process defines software certification.  Some Platform managers have combat system engineers track software interdependencies but a uniform method of tracking has not been established.  The group questioned whether the NAVSEA Logistics Center is  responsible for tracking software and/or to the level of detail necessary to properly track??   The NAVSEA 53 certification process is heavily dependent on software.  Recommendations are:

a. Assign alteration numbers to software and schedule them in FMPMIS or AIPS

b. Enter software installations completion data into CMD-OA

c. Do consolidated software deliveries to ease the burden (i.e., don’t independently mail to ship)

d. Track relationships between software alterations and document hardware and software dependencies.

e. Certification process??

     Recommendation:  Steve Murray develop an action item to the logistics group to determine how software configurations should be tracked.  A second action for the D-30 working group is to determine how and to what level of detail should field changes, ORD alts, MACH Alts, etc.  (i.e., alts that should not affect form, fit, and function) should be tracked.  (How do we track, to what level, in what system)  The goal should be one database to track all configuration changes.  The working group recommendations should be passed to the AIS committee for implementation.  

3)  A potential problem was identified with Marine Expeditionary Units / Air Wing aligning with the D-30 process.  Need to ensure that their requirements are aligned.  No specific short-term action was assigned but rather this was included in our “parking lot” of issues that needed to be addressed by the new integrated process for modernization.    

4)  SURLANT’s triple option paper was discussed.   The earliest an availability could occur based on deployment and 30 day stand-down, would be D-17.  Some availabilities (CV, CVN, LHA dockings) must extend beyond 8 months.  It was recommended to keep the availability window at 8 months and note the exceptions.  It was also noted that TCD dates are different for some ships in the Battle group based on deployment date.  During the availability window the term “availability” can not exclusively limited to include only the CNO availabilities but must also include RAVs, TAVs, etc.  A question was raised that moving the TCD date from D-6 to D-9 would have an effect the IDTC (Inter Deployment Training Cycle) that starts at D-12 and notionally lasts 6 months??   PACFLT recommendations included a comment that:  all afloat installations shall be accomplished during the scheduled CNO availability or other maintenance periods recommended by the type commander.  This would eliminate random in-port visits by AITs but would require officially recognized maintenance periods.   Action:  Assign the analysis of the impact of an availability window that extends to D-9 on the IDTC window that starts at D-12 to a new working led by Pam Schools from LANTFLT.  Consideration should be given to moving the end of the availability window to the left on improving IDTC support but degrading deployment of new technology and home port maintenance scheduling.  

5)  Vince Bryan reviewed the analysis of revised/proposed FMP milestones as proposed during the 1st working group meeting.  These milestones included:

a) D-30: (A-19-13)  Shipcheck and SID funding

b) Prior to D-27 (A-16-10):  SAR Approval

c) D-25 (A-14-8):  SIDs issued   

SID issue date at A-8 (A-240 days) was bounced off SUPSHIP organizations.  SS Ports stated that would be acceptable but none of the other SUPSHIP organizations reported.   

SPAWAR (Ken Okamura) stated that their notional milestones were as follows:

    JCF Submitted at D-30

    JCF Approved at D-28

    SAR Submitted at D-28 / D-27

    Shipcheck at D-27 - 24…Give planning yard 3 to 4 months to shipcheck

    SIDs Issued at D-19

Group consensus was that we stick with the proposed FMP milestones as proposed by Vince’s working group.  This would require modification to the proposed SPAWAR time line, mainly in JCF and SAR timing.  Additionally, the SID issue date for true AITs could slide to the right (A-3/D-19) based on need (or lack thereof).  At the same time, the need for the NSA requirement to develop an integrated package must be considered.  There were several assumptions that were made that need to be highlighted for resolution: 

   DSA funding required (in some cases) two years in advance

   Funding of NAVSEA/NSWC services (services performed outside of headquarters personnel such as EMI analysis, RADHAZ, HM&E reviews, etc.) for SPAWAR sponsored alts? 

   Tasking and funding for the entire S/A package at D-30

   Battlegroup configuration established prior to D-30…move initial proposed configuration baseline from D-28 to the left of D-30  

    SPAWAR alts in FMPMIS….who does what?

    Use of FMPMIS / NDE vs. sending authorization letters

    SPM Planning letter at A-13 soon enough to identify LLTM / Can issue letter sooner than D-30 if requirements can be identified such as large alts or alts that need to be kitted.   “Final” authorization letter at D-30 should be the revised milestone with prelim or advanced authorization letter being issued well in advance of D-30..  

    Definition of LLTM (2 months vs. 12 months)    

    Add Shipcheck window from D-30 to D-27    

    Identification of all Alts during the CNO avail (inputting of what to whom)

    Milestone for identification of support and integration requirements at D-22

Some more specific discussion on some of the above issues included:

EMI analysis and lack of funding to support that analysis was discussed.  Al Lee mentioned that NAVSEA took an action item at the RMIB to resolve this issue.  Action:  Steve Murray discuss with Pat Haney to determine what NAVSEA actions are ongoing so that efforts are not duplicated.   

Lead ship SIDs for PEO(TSC) managed ships was raised as an issue.   Notional TSC timeline was 9 months for SAR review, with SIDs starting when the SAR reached TSC at 5 months into the process.   Not sure this process supports an 8-month planning timeline. Vince’s to action to ensure his working group adjudicates this issue.      

Need to accelerate the D-28 prelim baseline assessment earlier (prior to D-30).  If requirements can be identified earlier than we could slide the SPM authorization letter earlier (A-12 rather than A-8).  Capabilities are defined through the IWARs process and establish a roadmap for the battle group.  New process should have milestones prior to D-30 to establish a prelim configuration.    

Need to look at DSA funding timelines.   For an avail that starts at D-17 that also falls on 01 Oct, funding 13+ months in advance would be needed to support tasking and funding of the entire package at D-30

Another big issue that needs to be addressed was the acceptability of delivery of drawings at A-8 (A-240 Days) and its impact on NSA contracting milestones, Public Shipyard execution planning, TEAM 1 initiatives, etc.  Action:  Steve Murray discuss with Pat Haney to determine is this should be more appropriately addressed by the SMWG.   

6)  Sharon Linsenmeyer provided an briefing of her action item to determine the distribution of IBR ad BRB results.  Sample IBR (Initial Review Board) and BRB (Baseline Review Board) messages were distributed.   Based on a review, it appears that proper distribution was being made to the SPMs but not to Planning Yards or Shipyards.  Another issue was raised the SPM participation was not consistent.   Action:  Sharon will take action to add Shipyards and SUPSHIPs.  Bill and Andy will forward the SUPSHIP addresses to Sharon.  

26 April, 2000:

7)  Sharon Linsenmeyer provided a briefing on the Configuration Planning Group (CPG) process (Attachment 2).   SEA 53 is responsible for Interoperability Assessment and BF Certification.  Joint FLTCINC instruction states that quarterly BF CPG meeting (D-21 – D-12) will be chaired by NAVSEA.   The CPG process reviews the following items that could affect BGIT testing, the Capabilities and Limitations, and the FLTCINC Baseline:

· Proposed hardware and software

· Fighting unit schedules

· Planned baseline configurations

· Computer program development status

· Proposed deliveries

· Integrated test plans

· Simulation development

· Issue/risk assessment

· Track EMI issues

The problem is that a baseline is established at D-24 but is not tracked beyond that.  The 

BF CPG process will be from D-23 through D+1.  SEA04 co-chairs the meeting with Battle Force Action Officers (BFAOs) playing a role in the process.   The focus is tracking the resolution of battlegroup interoperability issues.   The process is accomplished on a continual basis without a formal meeting.  Existing input/output  meeting will be used as a forum for tracking and discussing BF CPG issues.  Currently a risk form is prepared for the IRB process at D-28 by the PARMs.  This form will be updated quarterly or as required to support the process.  

A look at FMPMIS / AIPS / GAITS for the CVN65 battle group at D-15 revealed that only 25% of the alts were in the database that were part of the established baseline configuration.  The configuration required 875 alts (K & D), AER, Field Changes, Ord Alts, etc.   SEA 53 reviews the Cat 1 (Vital to interoperability) and Cat 2 (systems that support Battle Force missions or stand alone system) where NAVSEA 04 tracks all changes.   

Risk Assessment forms will be available on the SEA 53 AMPS WEB site.   Planning Yard should be reviewing these assessments and offer inputs (on concurrent alts / distributive system impacts, antenna configuration, etc.) to the risk assessment forms.  

A question on the risk assessment form:  “Does the planned system emit RF energy??”

This is not currently included on the SAR and therefore the new FMPMIS system.  Action:  Vince include this question on the new SAR instruction / form / database.

Afloat Master Planning System Website (SEA 53 WEB site):  http://csmis.rgesvc.com

8)  Bill Thomas provided the results of the D-30 working analysis of a technology freeze.  Advantages include:

· Stabilize requirements

· Save $$

· More time for planning, training, testing

· Increased ability to identify and procure COTS

· Technology would be proven

· Improved manuals and PTD

Disadvantages included:

· Ships would not deploy with the latest technology

· With a three year freeze, potential exists for battle groups to keep the same technology for two deployments

· Material obsolescence

The group consensus was not to recommend a technology freeze requirement and let the D-30 process and associated configuration control processes control new technology as appropriate. 

LCDR Randy Souza is the N6 resource sponsor and needs to be briefed on the D-30 process and interoperability issues.  A problem exists with SPAWAR that they are funded for installs the same year of the install and have a problem with DSA funding for advance planning, particularly funding the PY for design work   It was further recommended that we use the N6 representative on Bruce Hulbert’s PPBS process improvement group as the conduit for this information.  

9)  A brainstorming session was held to identify issues or problems areas that needed to be worked further pursuant to an integrated FMP / D-30 process:  

Issues Raised:  

a)   Analyze the impact of an availability window that extends to D-9 on the IDTC window that starts at D-12.  Consideration should also be given to moving the end of the availability window to the left to improving IDTC support but degrading deployment of new technology and home port maintenance scheduling.    A second but related issue was the proposed movement of TDC from D-6 to D-9.  Both these action require input from the fleet.  It was agree that Pam Schools should lead a “Fleet Event Scheduling” working group to address these issues.  

b)  FMP milestone/schedule/programming issues  (FMP Process Improvement Working Group)

c)  Discipline and authority for databases….who does what and when.   Ensure that the new instruction includes responsibility and timeline for entering this data.    This issue will not be addressed at this time but needs to be included in the new process instruction manual

d)  Integration of FMPMIS and the revised process.  Once again, the new process must be finalized and action items will be sent to the AIS committee to ensure that the FMPMIS /  NDE support the new process.    

e)  Recognition / definition of advance planning efforts that need to occur prior to D-30 / A-13, especially for larger alts. (D-30 Working Group & FMP Process Improvement Working Group)

f)  Define the road-mapping processes required to support early D-30 milestones.  Dennis Rilling, SPAWAR 05, is the POC for road-mapping efforts at SPAWAR. SEA53 databases and the Single Integrated Air Picture (SIAP) also provide input into the road-mapping process.   (D-30 Working Group)  

g)  Tasking the SMWG to address the delivery of drawings at A-240 rather than A-300.

(not later than dates…it’s OK to do later)

h)  Shift the front-end (D-30 to D-24) D-30 milestones to better align with revised FMP processes.   (D-30 Working Group)

i)  What do we do with non-deploying ships  / Variant A for ships that deploy and Variant B for ships that do not deploy.  It was decided to define a notional process first and develop exceptions to the process, as required, at a later date.

j)  Identify exceptions process for availabilities that  do not fit into the notional availability window.  Should the window be shortened and anything that must go beyond D-12 considered an exception?  What should the TCD be for an availability that end past D-9?  (Fleet Event Scheduling Working Group) 

k)  Integration of AMP / REMCO milestones into D-30 / FMP milestones (D-30 Working Group)  

l)  What is done with the data resulting from the ship system assessment milestone?  The risk identified should be part of the baseline CCB assessment at D-24 plus uploaded to the SCIP.   (FMP Process Time Reduction Working Group)

10)  Developing a short-term plan of action as follows concluded the meeting:  

May 00: Issue working group assignments

Jun 00: Hold working group meetings at FMP Conference

Sep 00: Complete working group assignments

Oct 00: Steering group meeting / out-brief of working group actions / Develop “baseline”

             integrated process

Dec 00: FMP Conference / Brief New process to ESC 

Mar 01: Stakeholder buy-in

Apr 01: Form writing team

Jun 01: Complete Draft Manual

SUMMARY OF NON-WORKING GROUP

ACTION ITEMS

Sharon Linsenmeyer:  Determine how often CSITs based on annual scheduling occur after D-18.

Vince Bryan:  Verify that CSIT is properly defined in the FMP   

Steve Murray:  Develop an action item to the logistics group to determine how software configurations should be tracked.

Steve Murray:  Discuss with Pat Haney to determine what NAVSEA actions pursuant to EMI analysis and certification actions are ongoing so that efforts are not duplicated. (RMIB action item??)

Steve Murray:  Discuss with Pat Haney the proposed delivery of drawings at A-240 to determine if this should be more appropriately addressed by the SMWG.  

Sharon Linsenmeyer:  Add Shipyards and SUPSHIPs to IRB and BRB messages.

Bill Thomas:  Forward the SUPSHIP addresses to Sharon. 

Vince Bryan:  Include the question: “Does the planned system emit RF energy??” on the new WEB based SAR application.  

SUMMARY OF WORKING GROUP

ACTION ITEMS
FMP Process Time Reduction Working Group:
Recognizing that the current FMP milestones need to be compressed further to support the insertion of new technology and support the D-30 process, develop a process that supports tasking of SARs and SIDs at D-30 with delivery of drawings at D-25.  Issues to be considered when developing the new process: 

· Earlier tasking when possible

· Electronic JCF and SAR approval milestones

· Method for tasking (electronic vs. authorization letters)

· Milestones for tasking (Prelim and Final (D-30))

-     SPAWAR alts in FMPMIS….who does what?

      -     Definition of LLTM (2 months vs. 12 months)    

      -     Shipcheck window from D-30 to D-27    

      -     Identification of all Alts during the CNO avail (inputting of what to whom)

      -     Milestone for identification of support and integration requirements at D-22

· Lead ship SIDs for PEO(TSC) managed ships was raised as an issue.   Notional TSC timeline was 9 months for SAR review, with SIDs starting when the SAR reached TSC at 5 months into the process.   Not sure this process supports an 8-month planning timeline. 
· Recognition / definition of advance planning efforts that need to occur prior to D-30 / A-13, especially for larger alts.

Determine what should be done with the data resulting from the ship system assessment milestone.  The risk should be identified as part of the baseline CCB at D-24 plus uploaded to the SCIP.

FMP / D-30 Process Reconciliation Working Group: 

Determine how and to what level of detail should field changes, ORD alts, MACH Alts, etc.  (i.e., alts that should not affect form, fit, and function) should be tracked.  (How do we track, to what level, in what system)  The goal should be one database to track all configuration changes.  The working group recommendations should be passed to the AIS committee for implementation.  

Define the road-mapping processes required to support pre D-30 milestones.  Recognition / definition of advance planning efforts that need to occur prior to D-30 / A-13, especially for larger alts. 

Verify that the integrated milestone chart developed by the NBFA and currently used by the Planning Subcommittee reflect the correct D-30 milestones and definitions.  Review the NAVSEA 53 D-30 process chart for inconstancies.  Integrate key Software Certification and AMP/REMCO milestones on the chart.  Analyze the need for aligning “front end” D-30 milestones to support the new streamlined FMP process.  

Fleet Event Scheduling Working Group:

Analyze the impact of an availability window that extends to D-9 on the IDTC window that starts at D-12.  Consideration should also be given to moving the end of the availability window to the left to improving IDTC support but degrading deployment of new technology and home port maintenance scheduling.  

Analyze the pros and cons of moving TCD from D-6 to D-9, consider other proposed alternative TCD dates, and provide final recommendations.  

Identify an exception process for availabilities that do not fit into the notional availability window.  Should the window be shortened and anything that must go beyond D-12 considered an exception?  What should the TCD be for an availability that end past D-9?

PPBS Process Improvements Working Group:

No specific action items were identified.  However, it was recognized that SPAWAR and their N6 sponsor needed to align their budgeting, programming, scheduling, and tasking methods with the N8X sponsors and associated SPMs.

FMP Manual Re-write Working Group:  

The group felt that the FMP manual rewrite effort should continue as tasked.  It will be a couple of years before a new instruction reflecting the integrated process could be developed and much of the FMP manual would become part of this new instruction.  

ATTACHMENTS
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[image: image2.wmf]Action Item (Part 1)

•

Find out how far before BGIT (currently D-

12) do we need to make the call to include

an ALT in a battle group and NOT test it in

BGIT.

•

Response:  D-13


[image: image3.wmf]Software certification metrics

•

Approximately 10% of software installations have  major

hardware modifications associated with them

–

Most software modifications associated with hardware

alterations have some minimal cost fallback plans

associated with them

–

The majority of software modifications have no

hardware impact

–

In the 10% of cases that do have major hardware

impacts, the consequences are extreme (ex. Ships

unable to deploy)

–

SEA 53D offered to investigate this in more detail.


[image: image4.wmf]Action Item (Part 2)

•

Determine impact of moving BGIT to D-20

and CSIT to D-22.

–

Response: Met with Bob Wright and Donna

Bedford who are in SEA 53D.  Donna is the

manager of CSIT and Bob is one of SEA 53s

BGIT managers.  The following slides capture

the major discussion items and

recommendations out of the meeting.


[image: image5.wmf]Impact of moving software

certification to the left

•

Could loose capability for the Battle Force

–

Software development and funding philosophy

usually leads to software not being available

earlier for testing

–

Platform level testing is usually scheduled as an

annual event versus a Battle Force specific

event, due to resource issues

•

Should capability be sacrificed for the 10%

problem alterations?
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Recommendations

•

Need to find a way to track software changes within the

FMP process

–

Assign alteration numbers to software and schedule

them in FPMIS or AIPS

–

Enter software installation completion data into the

Configuration Managers Database - Open Architecture

(CMD-OA)

–

Do consolidated software deliveries to ease the burden

of tracking software versions

–

Track relationships between software alterations and

document hardware and software dependencies
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•

Do

 not 

change the current D-30 dates for software

certification

–

Use Battle Force (BF) Configuration Planning Group

(CPG) process to do risk assessments of the 10%

problem alterations, so decisions can be made based on

installation drop dead dates

–

Require Risk Mitigation Plans be put into place at D-24

to track these high risk alts.

–

Use Consolidated System Tests (CSTs) whenever

possible, to identify risks earlier
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[image: image9.wmf]WHY ARE WE HERE?

•

To explain the Battle Force Configuration Planning Group (CPG)

–

Background

–

Purpose

–

Guidelines

–

Participants

–

Implementation

–

Process

–

Example Case

–

Roles and Responsibilities of SEA 53, SEA 04, BFAOs, SPMs

and PARMs in the BF CPG Process

–

Questions
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•

SEA 53 is responsible for Interoperability Assessment and BF

Certification

–

Tracking issues related to interoperability across ships and between

systems

–

Certifying operation of the Final Configuration Baseline

•

Joint FLTCINC instruction states that quarterly BF CPG meetings (D-21 -

D-12) will be  chaired by NAVSEA
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•

To review the following items that could affect BGIT testing, the

Capabilities and Limitations, and the FLTCINC Baseline:

–

All proposed hardware and software installations

–

Fighting unit schedules

–

Planned baseline configurations

–

Computer program development status

–

Proposed deliveries

–

Integration test plans and test bed development

–

Simulation/stimulation development

–

Issue/risk assessments

–

Track EMI issues
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•

Quarterly BF CPG meetings are not necessary.  A process of continual

evaluation will accomplish the same purpose.

•

BF CPG process will be from D-23 through D+1

•

Existing I/O meetings will be used as a forum for tracking and discussing

BF CPG issues

•

Start with the Vinson (BGIT systems only), TR, JCS, JFK, and LINC Battle

Forces

•

Transition to using the Risk Form at data call to reduce the number of

forms being filled out by PARMs.  This form will then be updated quarterly

or as required.

•

SEA 04 will co-chair in the  BF CPG process

•

BFAOs will play a role in BF CPG process
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SEA 53

SEA 04

BFAOs

PARMs

SPMs

I/O Meeting

Group
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–

Briefed the process at 17 March I/O meeting to SPMs and PARMs

–

Briefed the process at 13 April BFAO Offsite meeting

–

Request Battle Force data from SEA 04

–

Evaluate additional data sources to identify potential issues

–

Begin sending out data inquiries on 7 April

•

Prior to Risk form being used in process, the BF CPG sheet found

on the following page will be used.  Eventually updating of the

Risk Form in area of risk will be requested.

•

PARMs/SPMs have 5 working days to respond to an inquiry.  After

5 days a tickler e-mail will be sent reminding the recipient of the

requested information. Evaluate data  received from PARMs/SPMs

•

Identify any issues

–

Make decision as to how to proceed on issue, ex. Splinter meetings,

I/O action, Pre-TRR meeting, BF CCB action, SEA 04 action

–

Recommend resolution of issues and implementation schedule

–

Track issue resolution and promulgate results

–

Implement full process once NDE, Risk Form and SEA 04(AMP) office

fully in place
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SEA 04 Data (FMPMIS,AIPS,GAITS)

    

NAVAL MASTER PLAN TLS (

PARMs

)

SPAWAR TLS

          

USS ENTERPRISE (CVN 65)

   

USS ENTERPRISE (CVN 65)

USS ENTERPRISE (CVN 65)

          

System - AN/UYQ-62 C2P (

Rehost

)

System - C2P

 Rehost

No data

Nomenclature  -  AN/UYQ-62

     

Nomenclature - No data

Related software - No data

Related software - CDLMS

                    

Alteration  - 

 

08509

     

Alteration  -  07353

Date ILS certified - No data

Date ILS certified - No data

Conjunctive alterations - No data

Conjunctive alterations - No data

System installation - FY00

System installation - Completed

 

       

SIDs

 status  -  Not approved

SIDs

 status - No data

Install funding in place - No data

Install funding in place - No data

Hardware delivery issues - No data

Hardware delivery issues - No data

Does the system emit RF energy - No data

Does the system emit RF energy - No data

SPM approved? - No data

SPM approved? - No data

USS GONZALES (DDG 56)

USS GONZALES (DDG 56)

USS GONZALES (DDG 56)

No data

No data

System - C2P

 Rehost

Nomenclature - No data

Related software - JTIDS (Ver?)

Approved alteration - 00256.1 (?)

Date ILS certified - No data

Conjunctive alterations - No data

System installation - Completed 21 Jan 00

SIDs

 Status  -  Approved

Install funding in place - NA

Hardware delivery issues - No data

Does the system emit RF energy - No data

SPM approved? - No data

Battle Group:  

Enterprise/

Kearsarge

 2001

System : 

C2P

 Rehost
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[image: image17.wmf]BF CPG

Hardware

NOMENCLATURE:    

AN/UYQ-62 (SEA 04)

              

PARM

RELATED SOFTWARE:   

CDLMS (NMP) [missing data, should also include a version such as M4R2 06A08] 

              

PARM

APPROVED ALTERATION, FIELD CHANGE, OR ENGINEERING CHANGE NUMBER: 

08509 (SEA 04), 07353 (NMP)

DATE APPROVED (IF NO DATE, INDICATE REASON): 

[missing data, should include date approved]

              

PARM

DATE ILS CERTFIED:                                                                                                                                                                                   

PARM

(IF NO, INDICATE WHY UNDER ISSUES)

CONJUNCTIVE ALTERATION(S), FIELD CHANGE(S) OR ENGINEERING CHANGE(S):  

              

SPM/PARM

SYSTEM INSTALLATION AND CHECKOUT: 

NOT COMPLETED (SEA 04), COMPLETED (NMP) [missing data, actual date of installation]

             

               

              

PARM

SIDS STATUS:     

(IF NO, INDICATE REASON)

              

SPM

INSTALL FUNDING IN PLACE:

(IF NO, INDICATE REASON)

              

              

SPM/PARM

ARE THERE ANY HARDWARE DELIVERY ISSUES?

(IF YES, INDICATED REASON)

              

PARM

THE SYSTEM CONSISTS OF THE FOLLOWING (PLEASE CHECK ONE):

                      __

X

__ BELOW DECKS EQUIPMENT (TERMINAL, EQUIPMENT RACKS, COMPUTERS, ETC.) 

(SEA 53H3)

              

PARM

                      _____ TOPSIDE EQUIPMENT, CABLES OR ANTENNA(S)

                      _____ BOTH

DOES THE PLANNED SYSTEM EMIT RF ENERGY?     _____ YES         __

X

__NO 

(SEA 53H3) 

              

PARM

(FOLLOWING ONLY APPLY TO INITIAL ANSWER OF YES)

IF YES, DOES THE SYSTEM HAVE AN APPLICATION FOR EQUIPMENT FREQUENCY ALLOCATION

(DD FORM 1494) COMPLETED?  _____YES _____NO

IF YES, PROVIDE IDENTIFICATION NUMBER __________________

IF NO, WHAT IS THE STATUS OF THE APPLICATION?

    

    

Enterprise 2001 Battle Group

Ship: 

USS ENTERPRISE (CVN 65)

C2P REHOST

RED - Data obtained from SEA 04, Naval Master Plan TLS, or SPAWAR Weekly TLS

GREEN - Authoritative POC for resolution of inconsistencies or missing data
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[image: image18.wmf]BF CPG

Software

PLANNED VERSION:    

CDLMS BACKFIT MODEL 4 (NMP) [missing data, should also include a version such as M4R2 06A08]

        

 PARM

FALLBACK SYSTEM AND DECISION DATE:

                   

PARM

IMPACT TO BATTLE GROUP IF NOT AVAILABLE:

                   

PARM

RELATED HARDWARE AND ALTERATION, FIELD CHANGE, OR ENGINEERING CHANGE NUMBER:

(IF APPLICABLE)

                   

SPM/PARM

INTERFACING SYSTEMS:

IDS NUMBER AND DATE (MM/DD/YYYY): 

                   

SPM/PARM

FUNDING IN PLACE:

(IF NO, INDICATE REASON UNDER ISSUES)

                    

PARM

COMPLETION DATE OF FINAL QUALIFICATION TESTING OR  EQUIVALENT (MM/DD/YYYY):

                                                 

PARM

PLATFORM TESTING (CERTIFICATION/AUTHORIZATION) SCHEDULED BEGIN DATE (MM/DD/YYYY):

END DATE (MM/DD/YYYY):

                    

SPM

STATUS OF TEST BED/SIM/STIM REQUIREMENTS:  

                    

PARM

 WSESRB AUTHORIZATION (MM/DD/YYYY):

(IF APPLICABLE)

                    

PARM

INSTALLATION DATE (MM/DD/YYYY): 

COMPLETED (NMP) [missing data, actual date of installation]

                                              

 

SPM/PARM

Enterprise 2001 Battle Group

Ship: 

USS ENTERPRISE (CVN 65)

C2P REHOST

RED - Data obtained from SEA 04, Naval Master Plan TLS, or SPAWAR Weekly TLS

GREEN - Authoritative POC for resolution of inconsistencies or missing data
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[image: image19.wmf]ROLES AND RESPONSIBILITIES

•

SEA 53

–

Establish and co-chair the BF CPG

–

Define and establish the BF CPG process

–

Identify, evaluate, and resolve issues impacting BGIT

–

Collect and evaluate data related to the Battle Force

 baselined

Category I and Category II alterations

–

Determine, assess, and record resolution of interoperability issues

–

Promulgate information on interoperability issues and their resolution

–

Carry over issues between Battle Forces

•

SEA 04

–

Co-chair the BF CPG with SEA 53

–

Collect and develop a comprehensive list of alterations (including

software) and evaluate the maturity of those alterations for installation

across the Battle Force

–

Provide data to SEA 53 for BF CPG evaluation

–

Gather metrics on installs based on RMMCO feedback
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[image: image20.wmf]ROLES AND RESPONSIBILITIES (CONT’D)

•

BFAO

–

Identify waterfront issues

–

Provide evaluation and feedback on resolution of issues

•

SPM/PARM

–

Respond to data inquiries

–

Respond to I/O action items

–

Attend splinter meetings

–

Develop risk mitigation plans

–

Provide inputs for process improvement

13


[image: image21.wmf]CONCLUSION

•

Some form of BF CPG process is required in order to monitor baseline

implementation and comply with the CINC instruction

•

This proposed process will be less resource intensive than holding a

series of  3-5 day BF CPG meetings quarterly

•

This proposed process will:

–

Provide a means for identifying and resolving baseline installation

issues

–

Provide a means for determining baseline status at any given time

–

Provide a means for promulgating status, issue, and resolution data

–

Maximize utilization of available information sources

•

SEA 04, BFAO, NDE
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[image: image22.wmf]SYSTEM CATEGORIZATION

D-30 Category I

Systems whose operation is vital to Battle Force interoperability or warfare mission accomplishment.

Includes:

·

Interoperable

 Combat systems capable of weapon release.

·

Command and Control systems deemed essential to mission execution.

·

Links whose purpose is mission essential connectivity among BF assets.

·

Interfaces (physical and functional) between Combat/C2 systems and those Links e.g. LANs.

·

Software or Hardware upgrades to the above systems which in any way alters their certification status or external interface(s).

D-30 Process Requirements:

·

System level

 Certification 

·

BF level

 (DEP) Certification 

·

Configuration Management at the BF level (SEA 05 database entry and D-30 Baseline control)

Example Systems:

Links 4, 11, 16, 22 (TADILS)

AN/KSQ-1

Fiber Optic Data Multiplexing System (FODMS) 

Cooperative Engagement Capability System (CEC)

Aegis Weapons System (AWS)

Tomahawk Weapon System

Global Command and Control System (GCCS)

Command and Control Processor (C2P)

CTAPS
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[image: image23.wmf]SYSTEM CATEGORIZATION CONT’D

Category II

Systems that support Battle Force missions or standalone systems.

Includes:

·

Standalone Combat systems capable of weapons release (e.g., Chain Gun).

·

Standalone threat detection systems.

·

Decoy systems.

·

Electronic Warfare (EW) systems.

·

Any system that transmits RF energy.

·

Any system located “topside” on a ship (within EM or cutout cam footprints). 

·

Mission support systems (e.g., mission planning).

·

Systems that interface with CAT I systems if interface failure can adversely affect CAT I system performance.

·

Systems essential for safety of platform/personnel if they interface with another system.

·

Includes electronic navigation systems

·

Software or Hardware upgrades to 

CAT II

 systems which in any way alters their certification status or 

  external interface(s).

·

Software or Hardware upgrades to 

CAT I

 systems that do not require

 recertification

 or do not alter their 

  interface(s).  An example may be a software “patch” to correct a software trouble report.

·

Electromagnetic sensitive systems.

D-30 Process Requirements:

·

System

 level Certification

·

Configuration Management at the BF level (SEA 05 database entry and D-30 Baseline control)

·

BF level (DEP) testing of CAT I system 

interfaces

.

Example Systems:

Aircraft, Remote

 Minehunting

 System (RMS), LCAC, UAV, AN/BSY-2, RAIDS, Shipboard Automatic Liquid Agent

Detector (SALAD) system, SSDS MK I, AN/SQQ-89, AN/WSN-7, EPLRS, Internal voice, video or data communications

TDSS/CADRT

[image: image24.wmf]D-30/FMP INTEGRATION

Action Item Response

Sharon Linsenmeyer

25 April 2000

[image: image25.wmf]Action Item (Part 1)

•

Find out how far before BGIT (currently D-

12) do we need to make the call to include

an ALT in a battle group and NOT test it in

BGIT.

•

Response:  D-13

[image: image26.wmf]Action Item (Part 2)

•

Determine impact of moving BGIT to D-20

and CSIT to D-22.

–

Response: Met with Bob Wright and Donna

Bedford who are in SEA 53D.  Donna is the

manager of CSIT and Bob is one of SEA 53s

BGIT managers.  The following slides capture

the major discussion items and

recommendations out of the meeting.

[image: image27.wmf]Software certification metrics

•

Approximately 10% of software installations have  major

hardware modifications associated with them

–

Most software modifications associated with hardware

alterations have some minimal cost fallback plans

associated with them

–

The majority of software modifications have no

hardware impact

–

In the 10% of cases that do have major hardware

impacts, the consequences are extreme (ex. Ships

unable to deploy)

–

SEA 53D offered to investigate this in more detail.

[image: image28.wmf]Impact of moving software

certification to the left

•

Could loose capability for the Battle Force

–

Software development and funding philosophy

usually leads to software not being available

earlier for testing

–

Platform level testing is usually scheduled as an

annual event versus a Battle Force specific

event, due to resource issues

•

Should capability be sacrificed for the 10%

problem alterations?

[image: image29.wmf]Software Tracking

Recommendations

•

Need to find a way to track software changes within the

FMP process

–

Assign alteration numbers to software and schedule

them in FPMIS or AIPS

–

Enter software installation completion data into the

Configuration Managers Database - Open Architecture

(CMD-OA)

–

Do consolidated software deliveries to ease the burden

of tracking software versions

–

Track relationships between software alterations and

document hardware and software dependencies

[image: image30.wmf]Action Response

•

Do

 not 

change the current D-30 dates for software

certification

–

Use Battle Force (BF) Configuration Planning Group

(CPG) process to do risk assessments of the 10%

problem alterations, so decisions can be made based on

installation drop dead dates

–

Require Risk Mitigation Plans be put into place at D-24

to track these high risk alts.

–

Use Consolidated System Tests (CSTs) whenever

possible, to identify risks earlier

[image: image31.wmf]BATTLE FORCE

 CONFIGURATION PLANNING GROUP (CPG)

PROCESS

Sharon Linsenmeyer

NAVSEA 53H11

703-602-7345 x419

25 April 2000

[image: image32.wmf]WHY ARE WE HERE?

•

To explain the Battle Force Configuration Planning Group (CPG)

–

Background

–

Purpose

–

Guidelines

–

Participants

–

Implementation

–

Process

–

Example Case

–

Roles and Responsibilities of SEA 53, SEA 04, BFAOs, SPMs

and PARMs in the BF CPG Process

–

Questions
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[image: image33.wmf]BACKGROUND

•

SEA 53 is responsible for Interoperability Assessment and BF

Certification

–

Tracking issues related to interoperability across ships and between

systems

–

Certifying operation of the Final Configuration Baseline

•

Joint FLTCINC instruction states that quarterly BF CPG meetings (D-21 -

D-12) will be  chaired by NAVSEA
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[image: image34.wmf]PURPOSE

•

To review the following items that could affect BGIT testing, the

Capabilities and Limitations, and the FLTCINC Baseline:

–

All proposed hardware and software installations

–

Fighting unit schedules

–

Planned baseline configurations

–

Computer program development status

–

Proposed deliveries

–

Integration test plans and test bed development

–

Simulation/stimulation development

–

Issue/risk assessments

–

Track EMI issues
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[image: image35.wmf]GUIDELINES

•

Quarterly BF CPG meetings are not necessary.  A process of continual

evaluation will accomplish the same purpose.

•

BF CPG process will be from D-23 through D+1

•

Existing I/O meetings will be used as a forum for tracking and discussing

BF CPG issues

•

Start with the Vinson (BGIT systems only), TR, JCS, JFK, and LINC Battle

Forces

•

Transition to using the Risk Form at data call to reduce the number of

forms being filled out by PARMs.  This form will then be updated quarterly

or as required.

•

SEA 04 will co-chair in the  BF CPG process

•

BFAOs will play a role in BF CPG process

5

[image: image36.wmf]PARTICIPANTS

SEA 53

SEA 04

BFAOs

PARMs

SPMs

I/O Meeting

Group
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[image: image37.wmf]IMPLEMENTATION

–

Briefed the process at 17 March I/O meeting to SPMs and PARMs

–

Briefed the process at 13 April BFAO Offsite meeting

–

Request Battle Force data from SEA 04

–

Evaluate additional data sources to identify potential issues

–

Begin sending out data inquiries on 7 April

•

Prior to Risk form being used in process, the BF CPG sheet found

on the following page will be used.  Eventually updating of the

Risk Form in area of risk will be requested.

•

PARMs/SPMs have 5 working days to respond to an inquiry.  After

5 days a tickler e-mail will be sent reminding the recipient of the

requested information. Evaluate data  received from PARMs/SPMs

•

Identify any issues

–

Make decision as to how to proceed on issue, ex. Splinter meetings,

I/O action, Pre-TRR meeting, BF CCB action, SEA 04 action

–

Recommend resolution of issues and implementation schedule

–

Track issue resolution and promulgate results

–

Implement full process once NDE, Risk Form and SEA 04(AMP) office

fully in place
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[image: image38.wmf][image: image39.wmf]EXAMPLE CASE

SEA 04 Data (FMPMIS,AIPS,GAITS)

    

NAVAL MASTER PLAN TLS (

PARMs

)

SPAWAR TLS

          

USS ENTERPRISE (CVN 65)

   

USS ENTERPRISE (CVN 65)

USS ENTERPRISE (CVN 65)

          

System - AN/UYQ-62 C2P (

Rehost

)

System - C2P

 Rehost

No data

Nomenclature  -  AN/UYQ-62

     

Nomenclature - No data

Related software - No data

Related software - CDLMS

                    

Alteration  - 

 

08509

     

Alteration  -  07353

Date ILS certified - No data

Date ILS certified - No data

Conjunctive alterations - No data

Conjunctive alterations - No data

System installation - FY00

System installation - Completed

 

       

SIDs

 status  -  Not approved

SIDs

 status - No data

Install funding in place - No data

Install funding in place - No data

Hardware delivery issues - No data

Hardware delivery issues - No data

Does the system emit RF energy - No data

Does the system emit RF energy - No data

SPM approved? - No data

SPM approved? - No data

USS GONZALES (DDG 56)

USS GONZALES (DDG 56)

USS GONZALES (DDG 56)

No data

No data

System - C2P

 Rehost

Nomenclature - No data

Related software - JTIDS (Ver?)

Approved alteration - 00256.1 (?)

Date ILS certified - No data

Conjunctive alterations - No data

System installation - Completed 21 Jan 00

SIDs

 Status  -  Approved

Install funding in place - NA

Hardware delivery issues - No data

Does the system emit RF energy - No data

SPM approved? - No data

Battle Group:  

Enterprise/

Kearsarge

 2001

System : 

C2P

 Rehost
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[image: image40.wmf]BF CPG

Hardware

NOMENCLATURE:    

AN/UYQ-62 (SEA 04)

              

PARM

RELATED SOFTWARE:   

CDLMS (NMP) [missing data, should also include a version such as M4R2 06A08] 

              

PARM

APPROVED ALTERATION, FIELD CHANGE, OR ENGINEERING CHANGE NUMBER: 

08509 (SEA 04), 07353 (NMP)

DATE APPROVED (IF NO DATE, INDICATE REASON): 

[missing data, should include date approved]

              

PARM

DATE ILS CERTFIED:                                                                                                                                                                                   

PARM

(IF NO, INDICATE WHY UNDER ISSUES)

CONJUNCTIVE ALTERATION(S), FIELD CHANGE(S) OR ENGINEERING CHANGE(S):  

              

SPM/PARM

SYSTEM INSTALLATION AND CHECKOUT: 

NOT COMPLETED (SEA 04), COMPLETED (NMP) [missing data, actual date of installation]

             

               

              

PARM

SIDS STATUS:     

(IF NO, INDICATE REASON)

              

SPM

INSTALL FUNDING IN PLACE:

(IF NO, INDICATE REASON)

              

              

SPM/PARM

ARE THERE ANY HARDWARE DELIVERY ISSUES?

(IF YES, INDICATED REASON)

              

PARM

THE SYSTEM CONSISTS OF THE FOLLOWING (PLEASE CHECK ONE):

                      __

X

__ BELOW DECKS EQUIPMENT (TERMINAL, EQUIPMENT RACKS, COMPUTERS, ETC.) 

(SEA 53H3)

              

PARM

                      _____ TOPSIDE EQUIPMENT, CABLES OR ANTENNA(S)

                      _____ BOTH

DOES THE PLANNED SYSTEM EMIT RF ENERGY?     _____ YES         __

X

__NO 

(SEA 53H3) 

              

PARM

(FOLLOWING ONLY APPLY TO INITIAL ANSWER OF YES)

IF YES, DOES THE SYSTEM HAVE AN APPLICATION FOR EQUIPMENT FREQUENCY ALLOCATION

(DD FORM 1494) COMPLETED?  _____YES _____NO

IF YES, PROVIDE IDENTIFICATION NUMBER __________________

IF NO, WHAT IS THE STATUS OF THE APPLICATION?

    

    

Enterprise 2001 Battle Group

Ship: 

USS ENTERPRISE (CVN 65)

C2P REHOST

RED - Data obtained from SEA 04, Naval Master Plan TLS, or SPAWAR Weekly TLS

GREEN - Authoritative POC for resolution of inconsistencies or missing data
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[image: image41.wmf]BF CPG

Software

PLANNED VERSION:    

CDLMS BACKFIT MODEL 4 (NMP) [missing data, should also include a version such as M4R2 06A08]

        

 PARM

FALLBACK SYSTEM AND DECISION DATE:

                   

PARM

IMPACT TO BATTLE GROUP IF NOT AVAILABLE:

                   

PARM

RELATED HARDWARE AND ALTERATION, FIELD CHANGE, OR ENGINEERING CHANGE NUMBER:

(IF APPLICABLE)

                   

SPM/PARM

INTERFACING SYSTEMS:

IDS NUMBER AND DATE (MM/DD/YYYY): 

                   

SPM/PARM

FUNDING IN PLACE:

(IF NO, INDICATE REASON UNDER ISSUES)

                    

PARM

COMPLETION DATE OF FINAL QUALIFICATION TESTING OR  EQUIVALENT (MM/DD/YYYY):

                                                 

PARM

PLATFORM TESTING (CERTIFICATION/AUTHORIZATION) SCHEDULED BEGIN DATE (MM/DD/YYYY):

END DATE (MM/DD/YYYY):

                    

SPM

STATUS OF TEST BED/SIM/STIM REQUIREMENTS:  

                    

PARM

 WSESRB AUTHORIZATION (MM/DD/YYYY):

(IF APPLICABLE)

                    

PARM

INSTALLATION DATE (MM/DD/YYYY): 

COMPLETED (NMP) [missing data, actual date of installation]

                                              

 

SPM/PARM

Enterprise 2001 Battle Group

Ship: 

USS ENTERPRISE (CVN 65)

C2P REHOST

RED - Data obtained from SEA 04, Naval Master Plan TLS, or SPAWAR Weekly TLS

GREEN - Authoritative POC for resolution of inconsistencies or missing data
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[image: image42.wmf]ROLES AND RESPONSIBILITIES

•

SEA 53

–

Establish and co-chair the BF CPG

–

Define and establish the BF CPG process

–

Identify, evaluate, and resolve issues impacting BGIT

–

Collect and evaluate data related to the Battle Force

 baselined

Category I and Category II alterations

–

Determine, assess, and record resolution of interoperability issues

–

Promulgate information on interoperability issues and their resolution

–

Carry over issues between Battle Forces

•

SEA 04

–

Co-chair the BF CPG with SEA 53

–

Collect and develop a comprehensive list of alterations (including

software) and evaluate the maturity of those alterations for installation

across the Battle Force

–

Provide data to SEA 53 for BF CPG evaluation

–

Gather metrics on installs based on RMMCO feedback
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[image: image43.wmf]ROLES AND RESPONSIBILITIES (CONT’D)

•

BFAO

–

Identify waterfront issues

–

Provide evaluation and feedback on resolution of issues

•

SPM/PARM

–

Respond to data inquiries

–

Respond to I/O action items

–

Attend splinter meetings

–

Develop risk mitigation plans

–

Provide inputs for process improvement
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[image: image44.wmf]CONCLUSION

•

Some form of BF CPG process is required in order to monitor baseline

implementation and comply with the CINC instruction

•

This proposed process will be less resource intensive than holding a

series of  3-5 day BF CPG meetings quarterly

•

This proposed process will:

–

Provide a means for identifying and resolving baseline installation

issues

–

Provide a means for determining baseline status at any given time

–

Provide a means for promulgating status, issue, and resolution data

–

Maximize utilization of available information sources

•

SEA 04, BFAO, NDE
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[image: image45.wmf]SYSTEM CATEGORIZATION

D-30 Category I

Systems whose operation is vital to Battle Force interoperability or warfare mission accomplishment.

Includes:

·

Interoperable

 Combat systems capable of weapon release.

·

Command and Control systems deemed essential to mission execution.

·

Links whose purpose is mission essential connectivity among BF assets.

·

Interfaces (physical and functional) between Combat/C2 systems and those Links e.g. LANs.

·

Software or Hardware upgrades to the above systems which in any way alters their certification status or external interface(s).

D-30 Process Requirements:

·

System level

 Certification 

·

BF level

 (DEP) Certification 

·

Configuration Management at the BF level (SEA 05 database entry and D-30 Baseline control)

Example Systems:

Links 4, 11, 16, 22 (TADILS)

AN/KSQ-1

Fiber Optic Data Multiplexing System (FODMS) 

Cooperative Engagement Capability System (CEC)

Aegis Weapons System (AWS)

Tomahawk Weapon System

Global Command and Control System (GCCS)

Command and Control Processor (C2P)

CTAPS

 

[image: image46.wmf]SYSTEM CATEGORIZATION CONT’D

Category II

Systems that support Battle Force missions or standalone systems.

Includes:

·

Standalone Combat systems capable of weapons release (e.g., Chain Gun).

·

Standalone threat detection systems.

·

Decoy systems.

·

Electronic Warfare (EW) systems.

·

Any system that transmits RF energy.

·

Any system located “topside” on a ship (within EM or cutout cam footprints). 

·

Mission support systems (e.g., mission planning).

·

Systems that interface with CAT I systems if interface failure can adversely affect CAT I system performance.

·

Systems essential for safety of platform/personnel if they interface with another system.

·

Includes electronic navigation systems

·

Software or Hardware upgrades to 

CAT II

 systems which in any way alters their certification status or 

  external interface(s).

·

Software or Hardware upgrades to 

CAT I

 systems that do not require

 recertification

 or do not alter their 

  interface(s).  An example may be a software “patch” to correct a software trouble report.

·

Electromagnetic sensitive systems.

D-30 Process Requirements:

·

System

 level Certification

·

Configuration Management at the BF level (SEA 05 database entry and D-30 Baseline control)

·

BF level (DEP) testing of CAT I system 

interfaces

.

Example Systems:

Aircraft, Remote

 Minehunting

 System (RMS), LCAC, UAV, AN/BSY-2, RAIDS, Shipboard Automatic Liquid Agent

Detector (SALAD) system, SSDS MK I, AN/SQQ-89, AN/WSN-7, EPLRS, Internal voice, video or data communications

TDSS/CADRT

_1019465528.ppt


Action Response

		Do not change the current D-30 dates for software certification

		Use Battle Force (BF) Configuration Planning Group (CPG) process to do risk assessments of the 10% problem alterations, so decisions can be made based on installation drop dead dates

		Require Risk Mitigation Plans be put into place at D-24 to track these high risk alts.  

		Use Consolidated System Tests (CSTs) whenever possible, to identify risks earlier
















_1019465791.ppt


PURPOSE  

		To review the following items that could affect BGIT testing, the Capabilities and Limitations, and the FLTCINC Baseline:



		All proposed hardware and software installations 

		Fighting unit schedules

		Planned baseline configurations

		Computer program development status

		Proposed deliveries

		Integration test plans and test bed development

		Simulation/stimulation development

		Issue/risk assessments 

		Track EMI issues
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ROLES AND RESPONSIBILITIES

		SEA 53

		Establish and co-chair the BF CPG

		Define and establish the BF CPG process

		Identify, evaluate, and resolve issues impacting BGIT

		Collect and evaluate data related to the Battle Force baselined Category I and Category II alterations

		Determine, assess, and record resolution of interoperability issues

		Promulgate information on interoperability issues and their resolution

		Carry over issues between Battle Forces



		SEA 04

		Co-chair the BF CPG with SEA 53

		Collect and develop a comprehensive list of alterations (including software) and evaluate the maturity of those alterations for installation across the Battle Force

		Provide data to SEA 53 for BF CPG evaluation

		Gather metrics on installs based on RMMCO feedback
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CONCLUSION

		Some form of BF CPG process is required in order to monitor baseline implementation and comply with the CINC instruction



		This proposed process will be less resource intensive than holding a series of  3-5 day BF CPG meetings quarterly 



		This proposed process will:

		Provide a means for identifying and resolving baseline installation issues

		Provide a means for determining baseline status at any given time

		Provide a means for promulgating status, issue, and resolution data

		Maximize utilization of available information sources 

		SEA 04, BFAO, NDE
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SYSTEM CATEGORIZATION





D-30 Category I

Systems whose operation is vital to Battle Force interoperability or warfare mission accomplishment.



Includes:

		Interoperable Combat systems capable of weapon release.

		Command and Control systems deemed essential to mission execution.

		Links whose purpose is mission essential connectivity among BF assets.

		Interfaces (physical and functional) between Combat/C2 systems and those Links e.g. LANs.

		Software or Hardware upgrades to the above systems which in any way alters their certification status or external interface(s).





D-30 Process Requirements:

		System level Certification 

		BF level (DEP) Certification 

		Configuration Management at the BF level (SEA 05 database entry and D-30 Baseline control)





Example Systems:

Links 4, 11, 16, 22 (TADILS)

AN/KSQ-1

Fiber Optic Data Multiplexing System (FODMS) 

Cooperative Engagement Capability System (CEC)

Aegis Weapons System (AWS)

Tomahawk Weapon System

Global Command and Control System (GCCS)

Command and Control Processor (C2P)

CTAPS
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SYSTEM CATEGORIZATION CONT’D





Category II

Systems that support Battle Force missions or standalone systems.

Includes:

		Standalone Combat systems capable of weapons release (e.g., Chain Gun).

		Standalone threat detection systems.

		Decoy systems.

		Electronic Warfare (EW) systems.

		Any system that transmits RF energy.

		Any system located “topside” on a ship (within EM or cutout cam footprints). 

		Mission support systems (e.g., mission planning).

		Systems that interface with CAT I systems if interface failure can adversely affect CAT I system performance.

		Systems essential for safety of platform/personnel if they interface with another system.

		Includes electronic navigation systems

		Software or Hardware upgrades to CAT II systems which in any way alters their certification status or 



  external interface(s).

		Software or Hardware upgrades to CAT I systems that do not require recertification or do not alter their 



  interface(s).  An example may be a software “patch” to correct a software trouble report.

		Electromagnetic sensitive systems.





D-30 Process Requirements:

		System level Certification

		Configuration Management at the BF level (SEA 05 database entry and D-30 Baseline control)

		BF level (DEP) testing of CAT I system interfaces.





Example Systems:

Aircraft, Remote Minehunting System (RMS), LCAC, UAV, AN/BSY-2, RAIDS, Shipboard Automatic Liquid Agent

Detector (SALAD) system, SSDS MK I, AN/SQQ-89, AN/WSN-7, EPLRS, Internal voice, video or data communications

TDSS/CADRT
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ROLES AND RESPONSIBILITIES (CONT’D)

		BFAO

		Identify waterfront issues 

		Provide evaluation and feedback on resolution of issues



		SPM/PARM

		Respond to data inquiries

		Respond to I/O action items 

		Attend splinter meetings	

		Develop risk mitigation plans

		Provide inputs for process improvement
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BF CPG

Hardware



NOMENCLATURE:    AN/UYQ-62 (SEA 04)					              PARM



RELATED SOFTWARE:   CDLMS (NMP) [missing data, should also include a version such as M4R2 06A08] 	              PARM



APPROVED ALTERATION, FIELD CHANGE, OR ENGINEERING CHANGE NUMBER: 08509 (SEA 04), 07353 (NMP) 

DATE APPROVED (IF NO DATE, INDICATE REASON): [missing data, should include date approved]		              PARM 



DATE ILS CERTFIED:                                                                                                                                                                                   PARM

(IF NO, INDICATE WHY UNDER ISSUES)



CONJUNCTIVE ALTERATION(S), FIELD CHANGE(S) OR ENGINEERING CHANGE(S):  		              SPM/PARM



SYSTEM INSTALLATION AND CHECKOUT: NOT COMPLETED (SEA 04), COMPLETED (NMP) [missing data, actual date of installation]

			             	               			              PARM

SIDS STATUS:     			                              

(IF NO, INDICATE REASON)						              SPM



INSTALL FUNDING IN PLACE:  

(IF NO, INDICATE REASON)		              				              SPM/PARM

             

ARE THERE ANY HARDWARE DELIVERY ISSUES? 

(IF YES, INDICATED REASON)						              PARM



THE SYSTEM CONSISTS OF THE FOLLOWING (PLEASE CHECK ONE):

                      __X__ BELOW DECKS EQUIPMENT (TERMINAL, EQUIPMENT RACKS, COMPUTERS, ETC.) (SEA 53H3)	              PARM

                      _____ TOPSIDE EQUIPMENT, CABLES OR ANTENNA(S)

                      _____ BOTH



DOES THE PLANNED SYSTEM EMIT RF ENERGY?     _____ YES         __X__NO (SEA 53H3) 		              PARM



(FOLLOWING ONLY APPLY TO INITIAL ANSWER OF YES) 

IF YES, DOES THE SYSTEM HAVE AN APPLICATION FOR EQUIPMENT FREQUENCY ALLOCATION 

(DD FORM 1494) COMPLETED?  _____YES _____NO



IF YES, PROVIDE IDENTIFICATION NUMBER __________________



IF NO, WHAT IS THE STATUS OF THE APPLICATION?







    	    			





				



















Enterprise 2001 Battle Group

Ship: USS ENTERPRISE (CVN 65)

C2P REHOST

RED - Data obtained from SEA 04, Naval Master Plan TLS, or SPAWAR Weekly TLS

GREEN - Authoritative POC for resolution of inconsistencies or missing data
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BF CPG

Software



PLANNED VERSION:    CDLMS BACKFIT MODEL 4 (NMP) [missing data, should also include a version such as M4R2 06A08]         PARM

                                       

FALLBACK SYSTEM AND DECISION DATE:					                   PARM



IMPACT TO BATTLE GROUP IF NOT AVAILABLE:					                   PARM          





RELATED HARDWARE AND ALTERATION, FIELD CHANGE, OR ENGINEERING CHANGE NUMBER:

(IF APPLICABLE)						                   SPM/PARM 





INTERFACING SYSTEMS:

IDS NUMBER AND DATE (MM/DD/YYYY): 					                   SPM/PARM 





FUNDING IN PLACE:

(IF NO, INDICATE REASON UNDER ISSUES)					                    PARM 





COMPLETION DATE OF FINAL QUALIFICATION TESTING OR  EQUIVALENT (MM/DD/YYYY):	                                                 PARM 





PLATFORM TESTING (CERTIFICATION/AUTHORIZATION) SCHEDULED BEGIN DATE (MM/DD/YYYY):                  

END DATE (MM/DD/YYYY):						                    SPM 

				             

			        

STATUS OF TEST BED/SIM/STIM REQUIREMENTS:  	              

							                    PARM 

				              

 WSESRB AUTHORIZATION (MM/DD/YYYY):

(IF APPLICABLE)						                    PARM 







INSTALLATION DATE (MM/DD/YYYY): COMPLETED (NMP) [missing data, actual date of installation]	                                               SPM/PARM 				















Enterprise 2001 Battle Group

Ship: USS ENTERPRISE (CVN 65)

C2P REHOST

RED - Data obtained from SEA 04, Naval Master Plan TLS, or SPAWAR Weekly TLS

GREEN - Authoritative POC for resolution of inconsistencies or missing data
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EXAMPLE CASE







SEA 04 Data (FMPMIS,AIPS,GAITS)    	NAVAL MASTER PLAN TLS (PARMs)	SPAWAR TLS		          



USS ENTERPRISE (CVN 65)	   	USS ENTERPRISE (CVN 65)		USS ENTERPRISE (CVN 65)	          

System - AN/UYQ-62 C2P (Rehost)	System - C2P Rehost		No data

Nomenclature  -  AN/UYQ-62	     	Nomenclature - No data

Related software - No data		Related software - CDLMS		                    

Alteration  -  08509	     	Alteration  -  07353

Date ILS certified - No data		Date ILS certified - No data

Conjunctive alterations - No data	Conjunctive alterations - No data

System installation - FY00		System installation - Completed        	

SIDs status  -  Not approved		SIDs status - No data

Install funding in place - No data		Install funding in place - No data

Hardware delivery issues - No data	Hardware delivery issues - No data

Does the system emit RF energy - No data	Does the system emit RF energy - No data

SPM approved? - No data		SPM approved? - No data



USS GONZALES (DDG 56)		USS GONZALES (DDG 56)		USS GONZALES (DDG 56)

No data			No data			System - C2P Rehost

						Nomenclature - No data

						Related software - JTIDS (Ver?)

						Approved alteration - 00256.1 (?)

						Date ILS certified - No data

						Conjunctive alterations - No data

						System installation - Completed 21 Jan 00

						SIDs Status  -  Approved

						Install funding in place - NA

						Hardware delivery issues - No data

						Does the system emit RF energy - No data

						SPM approved? - No data

					



Battle Group:  	Enterprise/Kearsarge 2001

System : 	C2P Rehost
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PARTICIPANTS

SEA 53

SEA 04

BFAOs

PARMs

SPMs

I/O Meeting

Group

6



7









[image: image1.png]NAVSEA

NAVAL SEA“SYSTEMS COMMAND













_1019465878.ppt


IMPLEMENTATION

		Briefed the process at 17 March I/O meeting to SPMs and PARMs

		Briefed the process at 13 April BFAO Offsite meeting

		Request Battle Force data from SEA 04 

		Evaluate additional data sources to identify potential issues

		Begin sending out data inquiries on 7 April

		Prior to Risk form being used in process, the BF CPG sheet found on the following page will be used.  Eventually updating of the Risk Form in area of risk will be requested.

		PARMs/SPMs have 5 working days to respond to an inquiry.  After 5 days a tickler e-mail will be sent reminding the recipient of the requested information. Evaluate data  received from PARMs/SPMs

		Identify any issues

		Make decision as to how to proceed on issue, ex. Splinter meetings, I/O action, Pre-TRR meeting, BF CCB action, SEA 04 action

		Recommend resolution of issues and implementation schedule

		Track issue resolution and promulgate results

		Implement full process once NDE, Risk Form and SEA 04(AMP) office fully in place
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GUIDELINES

		Quarterly BF CPG meetings are not necessary.  A process of continual evaluation will accomplish the same purpose.



		BF CPG process will be from D-23 through D+1



		Existing I/O meetings will be used as a forum for tracking and discussing BF CPG issues



		Start with the Vinson (BGIT systems only), TR, JCS, JFK, and LINC Battle Forces



		Transition to using the Risk Form at data call to reduce the number of forms being filled out by PARMs.  This form will then be updated quarterly or as required.



		SEA 04 will co-chair in the  BF CPG process 



		BFAOs will play a role in BF CPG process
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WHY ARE WE HERE?

		To explain the Battle Force Configuration Planning Group (CPG)

		Background

		Purpose

		Guidelines

		Participants

		Implementation

		Process

		Example Case

		Roles and Responsibilities of SEA 53, SEA 04, BFAOs, SPMs and PARMs in the BF CPG Process

		Questions
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BACKGROUND

		SEA 53 is responsible for Interoperability Assessment and BF Certification

		Tracking issues related to interoperability across ships and between systems

		Certifying operation of the Final Configuration Baseline





		Joint FLTCINC instruction states that quarterly BF CPG meetings (D-21 - D-12) will be  chaired by NAVSEA
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BATTLE FORCE

 CONFIGURATION PLANNING GROUP (CPG)



PROCESS

Sharon Linsenmeyer

NAVSEA 53H11

703-602-7345 x419

25 April 2000
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Action Item (Part 2)

		Determine impact of moving BGIT to D-20 and CSIT to D-22.

		Response: Met with Bob Wright and Donna Bedford who are in SEA 53D.  Donna is the manager of CSIT and Bob is one of SEA 53s BGIT managers.  The following slides capture the major discussion items and recommendations out of the meeting.
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Impact of moving software certification to the left

		Could loose capability for the Battle Force

		Software development and funding philosophy usually leads to software not being available earlier for testing  

		Platform level testing is usually scheduled as an annual event versus a Battle Force specific event, due to resource issues

		Should capability be sacrificed for the 10% problem alterations?
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Software Tracking Recommendations

		Need to find a way to track software changes within the FMP process

		Assign alteration numbers to software and schedule them in FPMIS or AIPS

		Enter software installation completion data into the Configuration Managers Database - Open Architecture (CMD-OA)

		Do consolidated software deliveries to ease the burden of tracking software versions 

		Track relationships between software alterations and document hardware and software dependencies





3












_1019465412.ppt


Software certification metrics

		Approximately 10% of software installations have  major hardware modifications associated with them

		Most software modifications associated with hardware alterations have some minimal cost fallback plans associated with them

		The majority of software modifications have no hardware impact

		In the 10% of cases that do have major hardware impacts, the consequences are extreme (ex. Ships unable to deploy) 

		SEA 53D offered to investigate this in more detail.
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D-30/FMP INTEGRATION

Action Item Response

Sharon Linsenmeyer

25 April 2000













Action Item (Part 1)

		Find out how far before BGIT (currently D-12) do we need to make the call to include an ALT in a battle group and NOT test it in BGIT.

		Response:  D-13















Action Item (Part 2)

		Determine impact of moving BGIT to D-20 and CSIT to D-22.

		Response: Met with Bob Wright and Donna Bedford who are in SEA 53D.  Donna is the manager of CSIT and Bob is one of SEA 53s BGIT managers.  The following slides capture the major discussion items and recommendations out of the meeting.















Software certification metrics

		Approximately 10% of software installations have  major hardware modifications associated with them

		Most software modifications associated with hardware alterations have some minimal cost fallback plans associated with them

		The majority of software modifications have no hardware impact

		In the 10% of cases that do have major hardware impacts, the consequences are extreme (ex. Ships unable to deploy) 

		SEA 53D offered to investigate this in more detail.
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Impact of moving software certification to the left

		Could loose capability for the Battle Force

		Software development and funding philosophy usually leads to software not being available earlier for testing  

		Platform level testing is usually scheduled as an annual event versus a Battle Force specific event, due to resource issues

		Should capability be sacrificed for the 10% problem alterations?
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Software Tracking Recommendations

		Need to find a way to track software changes within the FMP process

		Assign alteration numbers to software and schedule them in FPMIS or AIPS

		Enter software installation completion data into the Configuration Managers Database - Open Architecture (CMD-OA)

		Do consolidated software deliveries to ease the burden of tracking software versions 

		Track relationships between software alterations and document hardware and software dependencies
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Action Response

		Do not change the current D-30 dates for software certification

		Use Battle Force (BF) Configuration Planning Group (CPG) process to do risk assessments of the 10% problem alterations, so decisions can be made based on installation drop dead dates

		Require Risk Mitigation Plans be put into place at D-24 to track these high risk alts.  

		Use Consolidated System Tests (CSTs) whenever possible, to identify risks earlier
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Action Item (Part 1)

		Find out how far before BGIT (currently D-12) do we need to make the call to include an ALT in a battle group and NOT test it in BGIT.

		Response:  D-13
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